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1. Message from the Board of Directors 
and the Leadership Team 
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With more than 600 team members working 
in over 20 offices all over the world, EVS is 
today a leading provider of live video tech-
nology, with a global footprint.
Such success is dependent upon your con-
duct as an EVS Team Member. We expect 
therefore that you will always conduct with 
integrity. At EVS, this means doing the right 
thing in the right way. We strongly believe 
indeed that it is only with our integrity intact 
that EVS can remain a successful company 
and stay on the right track for the future. 
This Code of Conduct (the “Code”) reflects 
our Company’s integrity values and offers 
you guidance to help you to make the cor-
rect decision in every situation even when 
the right thing to do is not obvious. 

The Code applies to all directors, officers and 
employees of EVS, as well as all contractors 
providing services to EVS worldwide (the 
“EVS Team Members” or “you”) regardless 
of the position and level of responsibility but 
also, where appropriate, to all potential sup-
pliers, contractors, customers or other part-
ners (the “Business Partners”). 
Play it safe. In case of doubt on the appro-
priate conduct in any potential situation, 
please contact your local management and 
the Legal Department. 
Thank you in advance for acting in accor-
dance with these principles and values. Your 
commitment will preserve and reinforce 
our strong company culture and contribute 
more than ever to our continued success.

Dear all, 
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What it means
As an EVS Team Member, you are our most valuable asset. 

We are therefore committed to providing a positive work envi-
ronment where you are treated fairly, with respect and without 
any discrimination, and where you treat others the same way.

We also aim to provide equal opportunities to all our EVS Team 
Members or applicants regardless of their gender, sexual orien-
tation, disability, age, ethnic origin or political or religious beliefs.

Finally, we ensure we provide all EVS Team Members with a safe 
and healthy work environment while protecting the environment 
by complying with all applicable environment, health and safety 
laws and regulations but also through a number of worthwhile 
specific initiatives.

How to do the right thing?
•	 A great place to work depends on the way you behave:

	» Be positive, treat others fairly and respect them irrespective 
of their background or preferences as we are all in the same 
team.

	» Avoid any form of harassment in the workplace either ver-
bal, such as intimidating, inappropriate or negative com-
ments, or physical, such as aggressive behavior or unwant-
ed contact or sexual advances.

	» Speak up and if necessary, report any behavior that would 
not be in line with our values to the Human Resources De-
partment. 

•	 Play it safe and follow the health & safety procedures appli-
cable in your office and report any concerns about potential 
threats to health and safety to the Human Resources Depart-
ment and prevention officer.

•	 Help us preserve the environment.

Examples
•	 An EVS Team Member makes inappropriate jokes about you or 

even yells at you during a meeting. Is it OK?
	» Though everyone may have a bad day on the job, that does 

not excuse inappropriate comments or aggressive behav-
ior. If you feel comfortable, tell this EVS Team Member how 
you feel about the way he has behaved to solve this in a 
constructive way. If you do not feel comfortable or if such 
behavior continues, please contact the Human Resources 
Department.

•	 When we are looking for candidates for a position within our 
company, we always use fairness as a guiding principle to de-
termine the best approach: 
	» If we believe that we might already have such talent within 

our Company, we will first open the position internally or 
directly approach potential internal candidates depending 
on the characteristic and level of the required profile. If we 
believe that we might hire such talent outside our compa-
nies as well, we will then open an external vacancy or man-
date a headhunter when we are dealing with a more specific 
profile. 

•	 Health & Safety rules must be followed, and this implies nota-
bly that we expect you to:
	» respect the procedures and guidelines in case of fire alarm 

or other incident
	» wear personal protective equipment if required for your 

function (ex. security shoes)
	» maintain clean and tidy premises in compliance with stor-

age rules (evacuation path, RF door, product storage, etc.)
•	 You are expected to help us preserve the environment and 

reduce EVS’ energy footprint by: 
	» actively reducing/recycling waste and disposal (e.g. paper, 

plastics, etc.)
	» reducing energy consumption with a constant focus to pro-

vide maximum functionality for minimum power consump-
tion

	» not using any banned or polluting materials in our products
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What it means 
We protect our Company resources as they are key for our 
business:

EVS Data 
Protecting the EVS Data (or Business Partners data) is not only 
mandatory but also necessary to guarantee our competitivity 
and continued success in the industry. 

You are therefore requested to: 

•	 keep secret our non-public EVS Data; and 
•	 only use it within the framework of your job.

What is EVS Data? It can be written, spoken or electronic 
and include notably confidential information on: 

•	 Our business ; 
•	 Our products, services and technologies (e.g. roadmap, 

prototype, R&D documentation, SW (source) codes, HW 
designs, API, SDK, processes, , etc) ;

•	 Any corporate, financial or strategic information, negoti-
ations or forecast ; 

•	 Any non-public information provided by a Business Part-
ner on confidential basis. 

The EVS Data can be classified in three categories: “public”, 
“internal” and “restricted data”. Our EVS Data Protection Policy 
explains further what data should be treated as confidential and 
how  the  data  within  EVS  that  deserves  some  protection  
should  be accessed, stored, shared, used, labelled depending 
of its level of confidentiality.

Our intellectual property rights 
We protect our ideas, code, designs, writings, know-how, trade 
secrets not only by confidentiality but also through all available 
intellectual property protection means (patents, copyrights, 
trademarks, design rights, etc.). We also respect the valid intel-
lectual property rights of our Business Partners and others.

All our other assets 
The buildings we work in, the technology that connects us, the 
emails we exchange, the computers and mobile devices we use 
to do our jobs ... all of this and more are Company assets that 
we are each entrusted to protect from damage, loss, misuse and 
theft. Therefore, we require you to comply with all the Company 
procedures aimed at preserving those assets. 

How to do the right thinG? 
•	 Know what the sensitivity of the Data you are dealing with is 

(“restricted”, “internal” or “public”), because the way you shall 
be processing it depends on such qualification. Therefore, 
consult the Annexes of our EVS Data Protection Policy.

•	 Take appropriate steps to protect the confidential data of 
EVS both when storing and sharing it (within and outside the 
Company). Follow the procedures described in the EVS Data 
Protection Policy.

•	 Play it safe. If you are not sure whether you are dealing with 
confidential information, treat it as though it is. You should im-
mediately contact the Legal Department if you are aware of 
any breach of confidentiality. 

•	 Keep in mind that your duty regarding confidential information 
lasts during the term of your employment but also thereafter. 

•	 If you are creating new products or services, consult the Legal 
Department about how these can be protected by the appro-
priate intellectual property protection means such as patents.

•	 If you want to use intellectual property created by someone 
else, e.g. technical designs, consult the Legal Department to 
obtain permission from the owner.

•	 Use the other Company assets at your disposal (such as your 
computer, electronic files, emails and mobile phone) in accor-
dance with the applicable policies. Keep them safe and report 
any loss or data hacking as it might be the cause of a confi-
dentiality breach. 

Examples
•	 One of your regular contacts working for one of our main cus-

tomers urgently needs a copy of our new roadmap (which is 
qualified as “internal” data) in order to send us a new purchase 
order. Can you send it to him in the interest of time and check 
your obligations with regard to the sharing of confidentiality 
data thereafter?

	» No, you should make sure there is a valid Non-Disclosure 
Agreement or equivalent confidentiality obligations in place 
with the Business Partner before sending any information. 
Otherwise, it is not protected and can be used by other ac-
tors of the industry against us. Please always contact the 
Legal Department first. 

•	 You have worked with your team on a tough project/deal 
which has been finally completed and have decided to cel-
ebrate with your colleagues outside the office. Can you tell 
other colleagues not involved on this project/deal and/or fam-
ily and friends about the reason of this celebration?
	» You can tell them you are going to celebrate the end of a 

project/deal but do not mention the nature or size of the 
project/deal or the name of the Business Partners involved 
as long as this information has not been made public as 
strict confidentiality obligations must generally apply until 
then. 

•	 You know that one of your colleagues in another department 
can help you resolve a blocking issue regarding the setup of a 
customer. Can you share the personal password that you have 
received giving remote access to the said customer setup to 
speed up the process?
	» No, it is against Company policy to share any password. 

Please inform your local manager of your proposed ap-
proach to solve such blocking issue and ensure that your 
colleague receives his/her own password.
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What it means
EVS - as a listed company on the NYSE EURONEXT Brussels 
market - informs the public, investors and Business Partners, 
through official public releases and ensures that such communi-
cation is accurate, in compliance with our legal obligations while 
still protecting our confidentiality and interests. Therefore, only 
the EVS Team Members responsible for the communication 
within the Company can communicate on its behalf.

In addition, to ensure that all EVS’ decisions are made at the 
appropriate levels, only the EVS legal representatives can rep-
resent the Company and sign on its behalf. 

How to do the right thing?
Let the EVS Team Members responsible for the communication 
speak and make formal statements on behalf of the Company.

•	 If you receive an external inquiry about a Company matter, 
you should not respond and direct the inquiry to those EVS 
Team Members.

•	 When engaging on social media (e.g. Facebook, LinkedIn, 
Twitter, blogs, etc.) or when speaking about your function 
outside the office (local conference, school presentation, 
etc.), you must be consistent with our official public releases, 
comply where appropriate with our social media charter and 
preserve the confidentiality of our non-public information.

Only sign or make an order/agreement on behalf of the Com-
pany if:

•	 you are specifically authorized to do so; and 
•	 the terms thereof have been validated by the Legal Depart-

ment.

Examples
•	 In a dinner conversation, your friends are informally asking 

about the results of EVS and our future performance. How 
can you answer?
	» Only the EVS Team Members responsible for the commu-

nication are authorized to communicate on behalf of the 
Company. You should thus not talk to anyone inside or out-
side the Company about our results (unless the other per-
son is legally authorized to know such information). Please 
refer them to our financial public release and steer the con-
versation towards your last family city-trip instead!

•	 You have read an article about EVS products, services or per-
formance on the internet. Can you react to this article as EVS 
Team Member to confirm or infirm its content?
	» Only the EVS Team Members responsible for the commu-

nication are authorized to communicate on behalf of the 
Company: you should not post anything relating to your 
Company unless you are authorized to do so.

•	 One of our main customers is requiring the signature of a 
technical certificate/short agreement to allow the shipping of 
our EVS products or services. You have reviewed the content 
thereof and do not see any specific issues. Can you sign such 
certificate/ agreement?
	» No, unless you have been explicitly authorized to do so and 

provided that the terms have been validated by the Legal 
Department. 

CODE OF CONDUCT | 11

https://evsbroadcast.sharepoint.com/sites/Legal-Site/SitePages/Signature-&-representation-powers.aspx
https://evsbroadcast.sharepoint.com/sites/Legal-Site/SitePages/Signature-&-representation-powers.aspx
https://evsbroadcast.sharepoint.com/sites/Legal-Site/SitePages/EVS%20Legal%20Policies.aspx


5. Trading on inside information 

12 | CODE OF CONDUCT



What it means
We do not trade on inside information. While working for EVS, 
you may learn or have access to inside information. 

What is inside information? Information that has not yet 
been made public and if made public, would be likely to 
have a significant effect on the trading price of EVS shares.

Without being an exhaustive list, it includes: 

•	 any non-public information on our financial or operation-
al results; 

•	 any potential acquisition; 
•	 the announcement of a dividend or a capital increase; 
•	 any significant event on our Company’s business such 

as an important contract which significantly modifies the 
given guidance on our results or the launching of a new 
product; 

•	 the release or reception of a take-over bid; 
•	 the appointment or the departure of key-persons. 

The improper use of inside information (even involuntarily) is 
called insider trading and is illegal under both Belgian and in-
ternational applicable laws. It can lead to disciplinary sanctions, 
immediate dismissal, heavy fines and a prison sentence.

How to do the right thing?
When possessing such inside information on EVS, it is strictly 
forbidden to:

•	 buy or sell EVS shares or securities directly or indirectly (in-
cluding within the framework of Company plans such as the 
Company’s stock option plans);

•	 disclose such inside information (even a glimpse of it like the 
award/loss of a multi-million contract or the development of 
a break-through product without mentioning any further de-
tails thereof) to anyone (including your colleagues, family and 
friends) other than the persons authorized to possess such 
inside information; and

•	 “Tip” or recommend transaction on EVS shares to anyone else 
(including your colleagues, family and friends).

Again, play it safe. 

•	 If you are not sure if some information is inside information 
and to whom or how to share it, treat it as though it is, and ask 
the Legal Department about it before proceeding. In addition, 
immediately contact the Legal Department if you are aware of 
any breach of the above obligations.

•	 If you receive an external request for inside information – for 
example, seeking guidance about our biannual results, or ask-
ing for confirmation of a rumor – you should not respond. In-
stead, direct the inquiry to the CFO and the Legal Department. 

In addition, you may not trade during the period beginning 
one month before the day following the publication date of the 
bi-annual results.

Examples
•	 You have worked on a deal and have been informed by your 

colleagues when celebrating it that such deal will allow us to 
exceed significantly the guidance given by the analysts in 
terms of results by the end of the year. Can you buy shares 
immediately?
	» No. You would be using inside information to buy securities 

which is illegal. You must wait until the publication of our 
year end results or of the size of the deal. 

•	 Your parents are very proud of your function at EVS and have 
invested 2,500 EUR in EVS shares. You are however aware 
that the loss of a main customer will have a significant nega-
tive impact on our H1 results which are not published yet. Can 
you recommend them to sell their shares without mentioning 
the reason behind your recommendation?
	» No. You are using inside information to sell securities indi-

rectly which is illegal. You cannot give any recommendation 
when possessing inside information.

•	 You are working on a project considered as inside information 
by EVS’ management. Your colleagues are asking you why you 
have been working around the clock lately. Can you respond 
that you working on a project considered as inside information 
and not revealing any other details thereover?
	» No, you are disclosing inside information by the sole fact 

that you are working on a project considered as inside in-
formation which is illegal. You can only disclose such inside 
information to the colleagues/contractors specifically listed 
by the Company’s management as authorized to possess 
such inside information in the necessary course of busi-
ness.
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what it means
We follow privacy laws. 

The basis of any good relationship is trust. When our Business 
Partners do business with us, they entrust us with their or third 
parties’ personal data. Our Team Members also trust EVS to keep 
their personal data private and secure. We take our responsibil-
ity and obligations to our Business Partners and Team Members 
seriously to collect, use and process any personal data only for 
legitimate business purposes and protect it from possible loss, 
misuse or disclosure.

Personal data is any information that can identify an indi-
vidual or which relates to an identifiable individual. 

EVS has issued a Personal Data Protection Policy which applies to 
all EVS entities (and their staff) as a group unless stricter nation-
al personal data protection conditions apply. The purpose of this 
Personal Data Protection Policy is to explain:

•	 how EVS collects, processes, uses, stores and transfers per-
sonal data:
	» the type of personal data; 
	» the purposes and legal basis of each processing; 
	» the recipients and transfers of personal data; 
	» the criteria determining the period during which the per-

sonal data will be stored; 
	» the necessary security measures, etc.

•	 the obligations of EVS and each Team Member in this respect 
•	 the rights of the persons whose data is processed. 

How to do the right thing?
Always follow our Personal Data Protection Policy, and in par-
ticular:

•	 If you are contemplating a new process involving personal 
data (e.g. new application, tool, software in our products), you 
are required to consult the Legal Department to make sure all 
aspects of this process are compliant with applicable (privacy) 
laws

•	 Do not make “local” copies of personal data; we do not wish to 
have duplicates which contributes to inaccuracies and security 
breaches and is not compliant with our storage standards

•	 Make sure that all personal data processes are protected with 
adequate security measures

•	 At all times comply with your confidentiality duty with respect 
to personal data you might have access to, including those of 
your colleagues

•	 Limit access to the authorized persons who “need to know” the 
personal data to do their job 

•	 Do not retain superfluous personal data, use personal data for 
other purposes than the one for which you originally collected 
them, or keep them longer than required for the data’s useful 
purpose

•	 Report any personal data breach following data breach pro-
cedure

Play it safe. Contact the Legal Department in case of doubt.

Examples
•	 You need to transfer some personal data (names, logs, etc.) to 

a customer/supplier in the framework of your job. The request 
of your customer/supplier is totally justified; you understand 
why and acknowledge that the data is needed. Can you send 
him this information?
	» �Yes, provided that:

	- You have checked with the Legal Department that there 
is an agreement between EVS and such customer/suppli-
er which rules the handling of personal data.

	- The personal data is secured (e.g. file protected with a 
password) 

	- Only the strict minimum information is provided (do not 
send personal data that is not necessary). 

	- Where applicable, you have defined a retention period af-
ter which the data will be sent back or destroyed.

	- Only the people who have a “need to know” are granted 
access to the personal data.

	» Please note as a general rule that you should not insert or 
copy personal data in ticketing tools or in emails. 

•	 Since you are often on the road and you need an easy access 
to your customers’ details, you are keeping “local” files on your 
personal computer where you have listed all your customers’ 
contacts and history of your relationship with them. Is that al-
right? 
	» No. No personal data can be stored on personal laptops 

or on other “EVS untrusted” devices. Everything must be 
centralized in corporate tools to avoid security breaches, 
inaccuracies & multiple sources of personal data. 

•	 Someone accidentally emails you an HR reports that includes 
names, government IDs and passwords. Should you just close 
it and forget you saw it?
	» No. If it was accessed by you, it could be accessed by oth-

ers without the proper authorization or need to know. Con-
tact the Legal Department to help ensure the appropriate 
protections are set up.
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What it means ?
We avoid any situation which creates an actual or potential 
conflict of interest. Every decision we make while on the job 
must be objective in the best interest of our Company and not 
influenced by our personal interests. 

We build transparent relationships. Our Business Partners 
place a great deal of trust in our professionalism, products and 
solutions and we are determined to never disappoint or deceive 
them as they are essential to our Company’s growth and suc-
cess.

We compete fairly. We seek to outperform our competition fair-
ly and honestly. We seek competitive advantages through supe-
rior performance and services, never through unethical or illegal 
business practices. 

How to do the right thing?
•	 Do not engage in activities that compete against EVS or im-

pact your duties
	» additional work or activities (irrespective of whether you 

receive a compensation therefore) is permitted provided 
that it is done outside Company time and does not interfere 
with your function as an EVS Team Member. Depending on 
the provisions of your agreement with the Company, ad-
vise and/or approval of your manager and Human Resourc-
es Department might be however required.

•	 Report any conflict of interest to your manager or the Legal 
Department prior to proceeding and where deemed neces-
sary remove yourself from any decision process (recruitment, 
purchase, etc.) involving a conflict of interest.

•	 Avoid using your professional contacts to advance your pri-
vate business or personal interests at the expenses of EVS. 

•	 Ensure to share accurate and transparent information with all 
Business Partners, do not mislead them and comply proac-
tively with their applicable (sale, license, partnership or pur-
chase) terms of collaboration. 

Examples
•	 Your cousin is interested in a position of software engineer. 

Can you send his CV to our Talent Acquisition Manager? 
	» Yes, but you should mention that he is a family member and, 

if possible, not involve yourself in or influence the recruit-
ment process.

•	 You are responsible for planning a big meeting at our facility 
and need a caterer. Coincidentally, your sister just started a 
catering business. This event would be a big help to her. You 
know she would do a great job and offer great pricing. Can 
you hire her? 
	» No, not without approval from your manager & opinion of 

the Procurement and Legal Department. Purchases must 
be based on objective, neutral and non-discriminatory cri-
teria. Even though there may be legitimate reasons for hir-
ing her, it could look to others that she was awarded the job 
just because she is your sister.

•	 One of your friends or close business relationships working for 
one of our competitors leaves his company and lets you know 
in a conversation that he can provide you information about 
the development of their latest product. Do you encourage 
him to speak, in EVS’ sake?
	» No, if it seems like a favor or like this information would 

not have been given to you by another employee in normal 
circumstances; or if it is not covered by a NDA and would 
be considered by a reasonable person as trade secret in-
formation that the said competitor would not be likely to 
disclose. 

•	 You have been negotiating a deal with a reseller for quite 
some time now, and you expect the deal to close very soon. 
Suddenly, the end-user concerned by the deal reaches out 
to you directly and offers you to buy the equipment in direct 
which is financially advantageous to both EVS and the end 
user. Should you agree to his proposal?
	» No. This is not how EVS does business and is against our 

values of transparency and strong relationships with our 
Business Partners. 
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What it means ?
We are responsible with gifts and entertainment. 

Gifts and entertainment can provide opportunities either for EVS 
or for our Business Partners to build business relationships, net-
works and promote our respective products and services. 

However, the distinction between corruption and gifts and other 
business courtesies is sometimes blurred, so due care should 
be exercised. If you do not handle such gifts and entertainment 
appropriately, they can damage our Company’s reputation and 
violate the law which will result in heavy fines (and even prison 
sentence for EVS and potentially for you as well when dealing 
with government or public company officials).

In your interaction with our Business Partners, it is strictly for-
bidden to:

•	 Accept or offer any gift or entertainment that seems like as an 
attempt to get, keep or grant any business advantage such as 
favorable treatment in negotiations or the awarding of con-
tracts; 

•	 Especially with government or public company officials; 
•	 Notably during a negotiation or a tender process.

How to do the right thing?
Gifts should never influence, or give the appearance of influenc-
ing, your ability to make impartial business decisions in the best 
interest of EVS.

Only accept gifts and entertainment that 
•	 are reasonable (not exceeding a value of EUR 125 or otherwise 

approved by your local manager) and customary, not luxuri-
ous or extravagant;

•	 will clearly be interpreted by others as a gesture of business 
courtesy and not as influence;

Decline or send back any gifts and entertain-
ment that
•	 Do not fall within the above conditions
•	 Are in cash or cash equivalent such a gift card
•	 Are offered during a negotiation process

Only give gifts and entertainment that
•	 are reasonable 
•	 will clearly be interpreted by others as a gesture of business 

courtesy and not as influence;
•	 in compliance with the gift and entertainment policy of the 

beneficiary

Do not give any gifts and entertainment that 
•	 Do not fall within the above conditions
•	 Are in cash or cash equivalent such a gift card
•	 Are offered during a negotiation or a tender process
•	 Are to the attention to a government or public company of-

ficials 
Play it safe: if you are not certain whether an advantage may be 
accepted or offered, just decline it, or obtain permission in ad-
vance from your local manager and the Legal Department. 

Specific local policies on business courtesies may apply since 
practices and laws on this matter tend to vary significantly in 
different countries and regions. In case of doubt, please contact 
your local management and the Legal Department.

Examples
A regular pen is acceptable NOT an expensive watch.

A bottle of champagne is reasonable NOT a case of fine wine. 

A box of chocolate is reasonable NOT a gift basket filled with 
expensive items.

An occasional business meal is reasonable as long as it is cus-
tomary and the offering party is attending NOT an extravagant 
dinner or without the offering party attending.

A match at a local stadium after a business lunch is reasonable 
NOT airfare and accommodation for an international game/trip 
abroad.

Offering or receiving transportation, accommodation and atten-
dance to premium events such as the Olympic Games, World 
Cup, UEFA cup, etc. need to be approved in advance by your 
local manager on basis of the guidance of the Legal Department.

In any event not during a negotiation process and/or with a gov-
ernment or public company officials except as indicated above.
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What it means ?
We maintain accurate records. 

EVS - as listed company on the NYSE EURONEXT Brussels mar-
ket – has to ensure that financial accounts and records accu-
rately reflect the Company’s transactions at every level and are 
retained for the time legally required.

In this context, we have adopted various types of essential in-
ternal controls and procedures to meet our internal needs and 
the applicable laws and regulations. We expect our EVS Team 
Members to follow these controls and procedures to the extent 
they apply to them, in order to assure the complete and accurate 
recording of all transactions.

How to do the right thing?
•	 Record any financial transactions accurately including your 

expenses.
•	 Ensure all documentation is retained for the required length of 

time and destroyed safely when it is no longer required. 
•	 Cooperate with and truthfully represent matters to the internal 

or external auditors. 
•	 Consult your local manager and the Finance Department if 

you anticipate any changes to your budgeted spend for any 
reason.

•	 Do not destroy any records as long as the legal retention re-
quirements are applicable.

•	 Seek guidance from the Finance and Legal Department if you 
have any doubt or if you become aware of any questionable 
transaction or accounting practice concerning EVS or our as-
sets. 

Examples
•	 As a result of a delay in a project you have unused budget 

which you would like to spend on a team event. Is this ac-
ceptable? 
	» No. Expenses budgeted for one purpose should not be 

used for any other purpose and Company money should 
only be spent where there is a business requirement. 

•	 You have exceeded your sales target for this quarter. Can you 
hold back reporting sales until next quarter to help meet your 
next quarterly target? 
	» No. You must always ensure that all transactions are report-

ed accurately in the period they occurred. 
•	 Your team did not use all of its approved project budgets this 

year. In order to maintain this level of budget in the future, is it 
okay to ask a supplier to pre-bill you this year for one of next 
year’s projects, referencing a current-year purchase order?
	» No. Doing this would falsify expenses recorded in our books 

and records, misrepresenting the timing of actual spend. 
•	 You work in Quality. During a very busy time, you documented 

that certain tests were performed even though you were not 
able to complete them. The test usually works fine so the risk 
of a problem seems very low. Is this a reasonable approach?
	» No. Our customers and consumers trust the quality of our 

products, so we should never cut corners or misstate re-
sults. 
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What it means ? 
EVS is committed to comply with all laws applicable to our 
business and activities in the various countries where we op-
erate and in particular the competition and trade laws. 

Competition and antitrust laws are designed to ensure a fair and 
competitive free market system. This means in particular that:

•	 Agreements that restrict competition are usually illegal. 
•	 The communication of commercially sensitive information be-

tween competitors is illegal.
Trade laws notably: 

•	 Forbid EVS from engaging in commercial relationships with 
certain sanctioned individuals, entities and governmental or-
ganizations which are blacklisted. 

•	 Forbid or restrict the export of certain goods, technologies 
and software to sanctioned countries.

Therefore, we require you to comply with both applicable laws 
and regulations and the Company’s policies and procedures. 

How to do the right thing?
•	 Never exchange information or enter into an any agreement 

(even informal) with a EVS competitor (or Business Partner) 
regarding: 
	» Prices and profit margins on our products and services
	» Division of territories, markets or customers
	» Business strategy
	» Exclusion of other companies of the market
	» Refusing to deal with a customer or supplier for improper 

reasons
	» Any non-compete restrictions

•	 Even where there are lawful reasons to communicate with 
an EVS competitor (for example, where business issues arise 
from a genuine buyer-seller relationship), take care to avoid 
the appearance of anti-competitive behavior and limit discus-
sions to the business at issue. 

•	 Avoid talking about bidding intentions with other potential 
bidders.

•	 If it has not been done automatically through our (ERP) system, 
make sure that new customers and suppliers are scanned by 
the Legal Department to ensure that they are not blacklisted.

•	 Do not exchange information or agree on any delivery of prod-
ucts or provision of services to or in sanctioned countries.

•	 Follow all business procedures relating to the import and ex-
port of goods, software or technology.

•	 Since many laws are complex, subject to frequent changes 
and vary from country to country, you shall obtain the advice 
of the Legal Department whenever there is doubt as to the 
lawfulness of your actions or inactions.

Examples
•	 While visiting a fair event, one of your ex colleague who now 

works for a competitor, starts talking to you about margin in 
their new products and the need to keep the price high for the 
sake of all actors in the industry. What should you do? 
	» You must stop the conversation and make clear that you do 

not think it is appropriate to discuss such topics. You should 
not listen silently if competitors start to disclose such in-
formation.

•	 You have received a request from a distributor established in a 
non-sanctioned country for the delivery of EVS products and 
services while you know informally or assume that such EVS 
products and services will be ultimately provided to an enti-
ty established in a sanctioned country. As it is only an infor-
mal information or an assumption, can you proceed with the 
above sales?
	» No. Any indirect violation of the trade laws sanctioning 

certain countries is forbidden as well and as heavily sanc-
tioned. In such a case, you have to obtain the written con-
firmation that our EVS products and services will NOT be 
provided to sanctioned countries and, if it is not the case, 
contact the Legal Department which will decides whether 
you can proceed with such deal.
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What it means?
The integration of AI within your EVS work environment aims 
to enhance efficiency, innovation, and decision-making pro-
cesses, but must be used with caution in strict compliance 
with the following guidelines. 

1.	 EVS AI Tools
EVS has integrated the following EVS AI tools into your EVS work 
environment considering all key relevant aspects (data confi-
dentiality, localization, ownership, protection and security) :

•	 Copilot MS - Microsoft’s Gen AI solution integrated in Office, 
Teams, ...

•	 Github Copilot - A coding assistant for software engineer

It is mandatory to use those EVS AI tools carefully in accordance 
with the instructions contained in the ICT Security Policy. 

The above list of AI tools can be completed by EVS from time to 
time, in which case you will be notified.  

2.	Other AI tools
Using other AI tools such as chatbots like ChatGPT, directly 
within EVS (at your expense) is permitted but presents differ-
ent risks and hence requires very strict guidelines. Here are the 
three main ones: 

Do not share any EVS confidential or sensitive data
When you share sensitive data, the data could be shared with 
any other users that ask relevant questions as the data you 
shared becomes part of chatbot’s data model. Therefore, you 
must not share any EVS confidential or sensitive data (including 
code, commercial or corporate information) within other AI tools 
that you would not want your competitor or any third parties to 
know. It is mandatory to use the EVS AI tools (See Section 1) 
to share EVS confidential or sensitive data.

Strict security considerations
You may only access the other AI tools via the applicable web-
site. No other AI tools, other than those offered above by EVS, 
may be downloaded/installed within the EVS work environment 
without the validation of the CDT and Security Department.

Third-party intellectual property infringement
AI should not be taken as an unquestionable source of infor-
mation. Indeed, you could infringe intellectual property by using 
it. That’s why you have to be supported by other sources of more 
reliable, transparent, and traceable information. 

3.	Reliability 
Whether you are using EVS AI Tools offered (See Section 1) or 
any other AI tools (See Section 2), don’t overestimate AI’s re-
liability, as it could make mistakes. That’s why the validity and 
authenticity of the information must be verified prior to using 
it within the framework of your activities. 

4.	Needs for transparency
In addition, when using AI to create content, it is essential to 
consider the type of content, the extent to which you have used 
AI and the intended audience. For external communications, 
such as marketing materials or customer interactions, it is rec-
ommended to clearly disclose AI involvement to maintain trans-
parency and build trust. Please refer to the Legal department for 
the appropriate references. However, for internal documents or 
communications used solely within EVS, such as memos or draft 
reports, the disclosure of AI assistance may be less critical but is 
still encouraged to ensure clarity. 

How to do the right thing?
•	 Always prefer the EVS AI tools and comply with the instruc-

tions contained in the ICT Security Policy. In particular, the 
EVS confidential or sensitive information can only be shared 
through the EVS AI tools.

•	 If you need to use other AI tools, make sure to use them via the 
appliable website and to comply with the 3 mandatory strict 
guidelines indicated above in this respect.

•	 If you use other AI tools, please use the option “do not train 
on my content” although this does not exempt you from being 
careful about the confidentiality of the data you share.

•	 Consider the type of generated content and the intended 
audience to assess whether it is necessary to disclose AI in-
volvement in your communication.  

Examples
•	 Can you share confidential data about EVS’ strategy in any 

other AI tools (other than the ones offered within the EVS work 
environment?)
	» No. Always use EVS AI tools to share EVS confidential or 

sensitive data.
•	 You ask ChatGPT a question about a specific topic and get an 

answer which seems reliable to you. Should you cross-refer-
ence the information?
	» Yes. Verify any data or statistics against trusted sources to 

ensure accuracy and reliability.
•	 You find a new AI tool which looks very useful. Can you install 

it without any further measures?
	» No. Only use it via the applicable website, do not download 

or install it without the validation of the CDT and Security 
Department, and in any case, do not share EVS confidential 
or sensitive data with it.
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Play by the rules:
follow our internal
policies and procedures
EVS internal policies and procedures have been established to 
ensure that the business is carried out in a transparent, efficient 
and fair way while protecting the interest of the Company and of 
its Business Partners.

Please find below the links to most of our policies that we expect 
you to follow:

HUMAN RESOURCES POLICIES

SANCTIONED COUNTRIES

FACILITY PROCEDURES

OPEN SOURCE AND 3RD PARTY SW MANAGE-
MENT POLICY

EVS DATA PROTECTION POLICY

PERSONAL DATA PROTECTION POLICY

PERSONS RESPONSIBLE FOR COMMUNICATION 

EVS LEGAL REPRESENTATIVES & POWERS

FINANCE POLICIES

ICT RESOURCES USE POLICY 

ICT SECURITY POLICY

PROCUREMENT PROCEDURES

EXPORT PROCEDURES

 SOCIAL MEDIA CHARTER
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How to do the right thing?
The Code is by no means a document that covers every situation 
you shall encounter in your daily work. You will need to use your 
own judgement. Think of this Code as a minimum requirement, 
which must always be followed.

The following will offer you guidance to help you do the right 
thing in every situation:

Role of the Board of
Directors and management 

fered by EVS on a regular basis to ensure that we all understand 
not only the letter but also the spirit of the Code.

Reporting a breach
Please speak up if you identify a violation of laws, internal pol-
icies/procedure or this Code, and report the matter in the first 
place to your local manager, who is the most appropriate per-
son to appreciate the situation and understand your position. In 
addition, depending on the matter at stake, the Legal, Human 
Resources and Finance Departments must be contacted by you 
and your local manager.

If the matter cannot be reported to your local manager (e.g. be-
cause it is too sensitive or inappropriate to be dealt with by a 
manager) you can speak directly to a member of the Leadership 
Team or of the Legal or Human Resources Departments with 
whom you feel comfortable with.  

No matter how concerns are reported: 

•	 Keep in mind that we always value honest reporting but that 
we exclude false accusations as a rule.

•	 Confidentiality and anonymity will be maintained to every ex-
tent possible. Limited disclosures will be made only to facili-
tate investigation or where required by law. 

•	 No retaliation will be made against anyone who, in good faith, 
notifies us of a possible violation of the law, internal policies/
procedures or this Code, nor will the Company tolerate any 
harassment or intimidation of any EVS Team Member who 
reports a suspected violation or participates in an investiga-
tion into a suspected violation. In addition, please be aware 
that some “whistleblower” laws in certain jurisdictions are 
designed to protect EVS Team Members, under certain cir-
cumstances, from discrimination or harassment as a result of 
providing information to us or to governmental authorities. To 
this end, a Speaking Up Procedure - Whistleblowing policy 
has been set up within EVS.

Monitoring and training
EVS is monitoring and controlling the scope and implementation 
of the Code of Conduct and related polies and procedure on an 
annual basis.  An e-training on the Code of Conduct and related 
policies and procedure has to be passed by each Team Member 
when starting at EVS Group and afterwards every two years.

Investigations and
disciplinary action 
Keep in mind that you are violating the Code when you fail to 
follow it (even involuntarily) or ignore someone else’s failure to 
follow the Code or pressures someone else to violate the Code. 

EVS will initiate a prompt investigation following any credible in-
dication that a breach of law or this Code may have occurred. 
The Company will also initiate appropriate corrective action as 
deemed necessary, which may include notifying the appropriate 
authorities. 

We take all potential Code violations seriously. They may lead 
to disciplinary action, including termination of your employment 
or contractual relationship with our Company. Please be aware 
that EVS may require you to reimburse the Company for any loss 
it may incur. 

If you are involved in a violation, the fact that you reported the 
violation, together with the degree of cooperation displayed and 
whether the violation is intentional or unintentional, will be given 
consideration in the Company’s investigation and any resulting 
disciplinary action. 

Approvals and waivers
Any approval required under this Code must be documented. 
Any request for a waiver of this Code must be submitted in writ-
ing to the Company’s Leadership Team (with a copy to the Chair-
man of the Board of Directors and the Legal Department), which 
has authority to decide whether to grant a waiver. However, a 
waiver of any provision of this Code for a director or a member of 
the EVS Leadership Team must be approved by our Board of Di-
rectors or its designated committee. This waiver will be promptly 
disclosed in accordance with the applicable laws. 

Asking for help or clarification
Again, play it safe, if you have a question or concern, you can 
contact your local manager or the Legal Department. They will 
have the information you need or will be able to refer the mat-
ter to the appropriate person. You are also free to contact any 
member of the Leadership Team with whom you feel comfort-
able with. 

?
Contact 

Legal Dep.
Is the action legal ?

No
Don’t 
do it

Yes 
?

Contact 
Legal Dep.

Does the action comply 
with the Code of Conduct ?

No
Don’t 
do it

Yes 
?

Contact 
Legal Dep.

Is my conduct harmless for 
EVS and our relationships 

with our Business Partners ?

No
Don’t 
do it

Yes, do it!
The Board of Directors, the Leadership and Skippers Teams and 
other managers within EVS have important roles under this Code 
and are expected to demonstrate their personal commitment to 
this Code by fostering a workplace environment that promotes 
compliance with the Code and by ensuring that EVS Team Mem-
bers under their supervision are familiar with the Code and par-
ticipate to the e-compliance training programs which will be of-
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