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Company Vulnerability disclosure policy (CVDP)


Annex I : Form to report vulnerabilities

Provide enough information to enable us to reproduce the problem and resolve it as quickly as possible.

We ask you to provide at least the following relevant information:

	Last name:
First name:

	

	(Address /Country) :
	

	E-mail address:
Phone number: 
	




	Description of vulnerability:
	














	Type of vulnerability:
	





	Configuration details:
	










	Operating system:
	








	Operations performed (logs):
	











	Tools used:
	









	Dates and times of the tests:
	



	IP address or URL of the system concerned:
	








	In case of processing of personal data:

	· Types of personal data accessed/processed:  
· Categories of data subjects (customer, employee, supplier): 
· Transfer of data to/access from a country outside the European Union or the European Economic Area? 
If yes, please 
- indicate the country(ies) concerned:
- return Annex II completed and signed. 

	Any other relevant information:
	





	Attachments (screenshots).
	



EVS gives utmost importance to data’s privacy. Please refer to EVS’ Privacy Statement available at https://evs.com/en/privacystatement which explains how EVS collects, processes, uses, stores and transfers your personal data as well as your rights over any personal data held by EVS in compliance with the applicable data protection legislation.
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